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Abstract

In April 2006, an Unmanned Aerial Vehicle (UAV) sfeed near Nogales, Arizona. This incident triggeved of
the most sustained studies into the causes ofrdailwolving Unmanned Aerial Systems (UAS). The ibiadl
Transportation Safety Board (NTSB) together with &S Customs and Border Protection (CBP) agencegruti
Department of Homeland Security identified manystes from this mishap. The following pages useinbkgghts
provided from the Nogales crash to support a alitieview of the most recent FAA guidance on thiedgration of
UAS into the U. S. National Airspace System. Tehésting version of FAA’s Interim Operational Apwal
Guidance 08-01 addresses many of the problemsifidenin the NTSB report into this incident. Hovexy we
conclude that greater oversight is needed to suaipperexemptions that are permitted for the provisiwithin this
document. In particular, our analysis questiongtivbr a process that enables the same agency & aegulator
and operator of a UAV can be justified within thatldnal Airspace System especially when Federalngigs
delegate operational responsibility to sub-contnect It is also argued that the Nogales crashtilhtes the need for
greater coordination between UAS operational staifl Air Traffic Management in order to improve naltu
situation awareness under normal operations battalsupport coordination under degraded modesalllj it is
argued that the existing requirements for the fiemtion of maintenance technicians and of maimera
management processes under FAA 08-01 should begtenedeyond those for conventional aviation to avoid the
sense of complacency that undermines the safétydf operations within the National Airspace System.

Introduction

The term Unmanned Aerial Vehicles (UAVs) referstte airborne component of the wider Unmanned Aftcra
Systems (UAS’). Within the US military alone fundifior UAS development has increased from $3 billiorthe
early 1990s to over $12 billion for 2004-2009 [WAVs perform a wide variety of surveillance andaegaissance
operations ranging from monitoring forest fires asitispills through to border security application$hey are,
typically, deployed in operations that otherwisesttien the safety of flight crews. However, thare numerous
safety concerns. UAVs have a significantly highecident rate than manned aircraft [1, 2, 3]. vieres incidents
have been caused by human factors issues inclgtlioigfalls in individuals’ skill and knowledge (didist error,
task mis-prioritization, lack of training for tasitempted, and inadequate system knowledge), isituatvareness
(channelized attention), and crew coordination [@bncerns have also been raised about the staniteatdare used
in the engineering of UAS platforms, which ofteii Eelow those required in conventional aircraft.

Many countries have begun to identify ways in whicimanned aerial vehicles might be incorporateapasational
air traffic outside of segregated airspace. Tleeenumerous justifications for this, including thereasing ability
of UAVs to support long duration missions that wbbk difficult, if not impossible, to resource wgiconventional
aircraft. Examples include the monitoring workingeundertaken by the Customs and Border PatrahenUs-
Mexico border. They also include more speculapiragposals to incorporate UAVs into the securityteys for the
2012 London Olympics. Balanced against the pa@tebenefits offered by integrating UAVs into carited
airspace, there are also a host of safety concéhese is a requirement to ensure that UAV openatghould not
increase the risk to other airspace users; that Afdtedures should mirror those applicable to mamireraft; and
that the provision of air traffic services to UAgBould be transparent to ATC controllers. Rathantdevelop an
abstract hazard analysis for predicted problems fiwe integration of UAVs outside segregated airepthis paper
uses direct operational safety experience to viaittee recommendations made in [1, 2, 3]. The lhowetribution
of this paper is to use an incident reports todedé the recommendations made in the FAA’s Intéiperational
Approval Guidance 08-01: Unmanned Aircraft Systédperations in the U. S. National Airspace Systérhis is
one of several similar documents including EUROC®W®L’s Spec-0102 on the Use of Military Unmannedi&ler
Vehicles as Operational Air Traffic Outside SegtedaAirspace and the UK Civil Aviation AuthorityGAP 722:
Unmanned Aircraft System Operations in UK Airspac&uidance that are being published to help regiddteep



place with the increasing demands to deploy UAVa host of new environments. While these docusnadtiress
many of the hazards identified in military and EiMAV accident reports, the following pages arghattfurther
revisions are required in order to ensure that Agévsonnel can respond effectively under the emeygeonditions
that have arisen when UAVs begin to diverge frogirtimtended course.

Overview of the Nogales Predator Mishap

In the early hours of 25th April, 2006, a Predafgpe B UAV manufactured by General Atomics Aeroizalt
Systems, Inc. (GA-ASI), crashed northwest of Nogadlaternational Airport, Arizona. Although it landlén a
sparsely populated residential area, there weliajodes but there was substantial damage to tteeadi. The UAV
was owned by the US Customs and Border ProtecG&P] agency but at the time of the crash was bejeyated
under contract with GA-ASI. This commercial relaiship is explained by the CBP’s requirement todpincrease
their use of unmanned surveillance aircraft to inprsecurity along the United States’ southern éxsd As we
shall see, it also created a context in which tiBP Gad to ensure that GA-ASI continued to fulfie tRAA’s
operating requirements for the operation of the U#ithin the National Airspace System. The Pred&ois a
turboprop aircraft with redundant, fault-toleramtamics. It can be flown by a remote pilot or awdorously. It was
designed as a long-endurance, high-altitude platfaith a wingspan of 66 feet, a maximum weight 6{0D0O
pounds and a maximum speed above 220 knots. Thendhf ransportation Safety Board (NTSB) coordidatiee
immediate investigation of the mishap [5]. Theyusd that the loss of the Predator was caused hyilthtés failure
to use an appropriate checklist when switching rodtfitom one pilot payload operator position (PPQtdl another
(PPO-2). In making this change, he forgot to aherposition of the controls in the new positiohisTresulted in the
fuel valve inadvertently being shut off, which urnt starved the engine. The decision to focus @nrtlishap is
justified by the level of detail provided by the 8B account. It is also motivated by the mannerhictvregulatory
and organizational factors contributed to the cdnite which the operator ‘error’ was likely to jemlize mission
success. It provides direct operational insighits the extent to which FAA Interim Operational Appal Guidance
08-01: Unmanned Aircraft Systems Operations in theS. National Airspace System might help operatord
regulators to focus on the hazards that have unidedhprevious applications.

FAA Interim Operational Guidance 08-01

Existing regulatory provisions cannot easily becagied to UAS operations. For instance, Title 1¢hefUS Code
of Federal regulations covers rights of way forceft. It includes terms such as ‘see and avdidt take little
sense in the context of unmanned operations. Isemprence, regulatory bodies, including the CAA thiedFAA, as
well as international advisory agencies, such aRBUONTROL, have begun to issue detailed guidancéhen
integration of UAS’ into controlled air space. Maof these documents are provisional. There &cagnition that
they will have to be revised as the operationafiler@nd technical infrastructure for these systeares changing
rapidly. However, the regulatory documents aredrtgmt because they provide a ‘gold standard’ agauhich we
can contrast the operational problems that hawemriluring previous and present UAS operationsA Faerim
Operational Guidance 08-Q@fas issued in March 2008. It is intended to h&ednine if UAS may operate within
the U. S. National Airspace System (NAS). Membdrdhe FAA Aviation Safety Unmanned Aircraft Program
Office and Air Traffic Organization use 08-01 toatwate applications for a Certificate of WaiverAarthorization
(COA) and airworthiness certificates whenever granization makes a request to begin or renew UASations.

National Security

At the time of the Nogales accident, the CBP Pradats operating under a COA that reflected thae within the
Department of Homeland Security. FAA 08-01 expddime standards that should be applied to apprevefiCate
of Authorizations that relate to ‘national securityThe Departments of Defence or Homeland Secundy decide
that the operation of a UAV is necessary to protetional interests. In such circumstances, 08@bgnises that
the FAA might approve an application that would ntherwise be acceptable. However, the applicaunt
identify and accept all risks that arise from anitharisation. Approval has to be given at the levkthe
Administrator. Many of the issues addressed i gbction of the interim guidance were illustrabgothe Nogales
Predator accident[5]. The CBP asked that the N@®Bnot release specific information in the COAttimight
provide details about the operation of the Predalttmwever, the investigation did identify somettod safety issues
that arose from the acceptance of the COA. Fdamte, the investigators reported that “At the tofieghe accident,



CBP was unable to certify to the FAA that BP-101svearworthy. Because of national security issues past
experience with similar UASs, the FAA temporarilgiwed this requirement for the issuance of theifimate of
Waiver or Authorization (COA) to operate in the datl Airspace System (NAS)”. Section 6 of 08dildress air
worthiness requirements and stipulates that all WAt be in a fit state to conduct operations & MAS. In
particular, there is a requirement that the comptmef the system be maintained and conform to “hme
airworthiness standards as defined for the 14 C&f&smunder which UAS are intended to be operat@d® of the
reasons why it was determined that requirementgmusection 6 might not be enforced on the CBP Watthey
had, in turn, been directed to start flying thed@ater B programme at short notice, in responshdgéerceived need
to address problems with cross-border immigration.

Air Worthiness Requirements

As mentioned above, the CBP COA provided exemptiore some of the requirements under FAA 08-01cfeil
operators; these stated that COA applicants mysly dpr a special airworthiness certificate andtttteey must
submit all the necessary data to demonstrate iBat/AS is “designed, built, and maintained in a&safd airworthy
condition”. The Nogales accident illustrates hfawthe CBP strayed from these civil requirememdeu their
exemptions for national security. An importanttéa in the underlying causes of the accident v twork
arounds’ were routinely accepted to enable safétigal operations to continue [4]. Previous papé@ve
emphasised the hazards associated with long teceptance of ‘degraded modes of operation’ [6]. intésnance
procedures were often poorly documented and theeamack of information about corrective actiohle high
number of previous failures and the inadequate t@aamce actions may also have reflected deepetepnshin the
risk assessment practices that were intended tieghie operation of the CBP UAS programme [4]. e @hcident
was triggered by the lock-up in the ground contydtem. A review of a computer log showed ninevipres lock-
ups in the three months before the mishap. Twihese occurred before launch on the day of thedanti The
maintenance logs did not record any attempts toecbianother incident that had occurred six dayerbe The
NTSB, therefore, concluded that these incidentsbbembme ‘normal’ or ‘routine’. They were correcteyl cycling
the power and by finding ‘work arounds’ rather than addressing the source of the problem and fixingln
consequence, there was no attempt to perform thestepf sustained cause-consequence analysis thhat have
identified the potential outcome of lock-up evedtsing CBP operations. These consequences inchedeased
pilot workload and loss of situation awareness firedi each time the crew had to change working jpositfrom
PPO-1 to PPO-2.

It can be argued that some of these practicescteflethe heavy demands that were being placed ®ICBP to
sustain and increase their UAV operations in tlee faf strategic and political concerns over thedrity of the
border. These practices may also have come a&soatresult of the need to integrate CBP activitidls support
functions from a number of sub-contracting compsniélowever, such arguments neglect the extenthiohwthe
accident departs from the types of requirements ithight ‘normally’ be placed on UAV operators undée
requirements of FAA 08-01. The NTSB investigatoosild not find any explicit process for testing thAS after
any maintenance to determine whether or not itctdnd safely returned to service. In particulaeréhwas no
method for checking whether the workaround of reéimgathe ground control system console followinigekup had
any undesired side-effects prior to launch. Furéh@mples include the manner in which the proagesiscuit board
was switched between the two consoles following l&st lockup before the flight. This did little tdleviate a
potential problem as it simply transferred the famlPPO-2. The NTSB, therefore, concluded thaither the CBP
nor its contractors had a documented maintenanograam that ensured that maintenance tasks wererpertd
correctly and that comprehensive root-cause arglged corrective action procedures were requireghvihilures,
such as console lockups, occurred repeatedly. Assalt, maintenance actions could not be reliednuao be
effective or repeatable, which is a critical fadtoensuring airworthiness” [5].

It is important to place the NTSB findings in a efdcontext. Previous studies have remarked treaigémeral
standards of maintenance tend to be lower for unetias opposed to manned vehicles both in milaadyin civil
systems [7, 8]. One reason for this is that UAS faequently seen as experimental, they are subgjefrtequent
modifications that can be necessary to tailor thleicles to operational requirements and to noverenments in a
manner that is not typical for manned systems.il&ily, the segregation of UAS operations from ottraffic in the
National Airspace System can (incorrectly) be seepffer a degree of mitigation that implicitly qagrts lower
standards of maintenance. The feeling of ‘cor@orasponsibility’ that often characterises teahsmworkers



who maintain commercial aircraft is less appararddme UAV operations. The FAA arguably acknowkdthese
differences in Section 6 of 08-01 when it statet th the future “UAS Maintenance Technician carifion will
parallel existing standards for manned aviation. Wish airworthiness standards, Maintenance Techngi
Requirements will be reviewed as part of the datkection process.”The Nogales accident and similar studies of
military incidents involving UAVSs [7, 8] suggestahthese requirements should be strengthened toectigat there

is no sense of complacency in the maintenance amhgement of these systems.

Public Use, Regulation and Sub-Contracting

Subsequent paragraphs in 08-01 require that appdicdevelop effective maintenance programmes tarenthe
continued safe operation of UAVs. The guidancduithes a recommendation that any application forGAMe
supported by documentation on the operators’ caointin airworthiness programme, maintenance training
programme as well as “any inique skill sets or rnmiance practices relating to their aircraft anddocraft
operations that may be outside the current scopepaactices of manned aviation and a process torremy
applicable data relating to the operation and reaentce of the UAS”. This is intended to help théAFAonitor the
skills and procedures that support a range of rdiffetypes of UAV as they evolve rapidly over tinkéowever,
previous sections have described the way in whioeh Nogales Predator was dispatched with unresolved
maintenance issues that caused the Ground ConstaiB to lock. It was also found that the CBFkéakeffective
procedures to ensure that such deficiencies wes@wved in a controlled fashion. In spite of theemptions for
National Security reasons, these deficiencies umithed confidence in the program and its abilityraintain the
airworthiness of the UAS. The investigators, éfiere, did not simply focus on the workarounds lavg PPO-1
and PPO-2. Instead they recommended that the @8Bw their maintenance and inspection procedwensure
that they could effectively pursue known problemsluhey had both identified and addressed thé caases. Any
subsequent interventions should then be followedfdsyal verification to establish that the work haden
completed and that there were no side effectsntigtit also undermine the safety of subsequent tipega

Tracing the root causes of the Nogales accideatstibsequent investigation returned to the ‘puldie’ provisions
under which the COA was granted — the use of thimtis instructive because it represents an impbdistinction

from the ‘national security’ reference that is ne¢al within FAA 08-01. The relevance of these eptiams are

summarised in the observation that the CBP was@utibth as the regulator and also the operatdieotAS. It is

for this reason that they were charged both withlémenting an effective maintenance plan but alenitoring that

level of effectiveness. This overloading of rasgibility is, typically, not permitted in safetyitcal industries.

Many previous accidents have stemmed from confus&ween regulation and operation [7]. These ssuoight

have been resolved if the CBP had chosen to adopira focused regulatory role, while their sub-cactor GA-

ASI had taken a narrow operational responsibilitydowever, the investigations argued that the Catked the
necessary resources, especially maintenance ardeerigg expertise, to oversee GA-ASI and theirrapenal

responsibility for airworthiness. If the contimgges of ‘public use’ and ‘national security’ cotesiations are to
continue to justify exemptions from FAA 08-01 reguments then it seems clear that agencies sudte &3BP need
to recruit sufficient expertise to discharge threigulatory role. A more difficult political quésh is whether such
waivers ought to be allowed in the first place gitke clear threats to public safety that arosen filwe regulation of
UAVs both before the Nogales crash and with thetinoad provisions for exclusions embedded in FAAQQ3

Any subsequent revision of the FAA guidance shaelguire that ‘public use’ and ‘national securityeeptions

must be supported by detailed descriptions of dggilatory processes that will be used to monitawaithiness in

lieu of the FAA. These are likely to be less onerthan the provisions for civil operators. Howevkere is a need
to maintain public confidence in the safe operatdriUAVs when they are operating in the Nationatspiace

System. Nobody was killed in the Nogales crashmay not be so fortunate in the future.

‘Lost link Profiles’ and Autonomous Operation

Several sections of the FAA guidance refer to thednto create and maintain lost like profiles f@xSJoperation.
These provide a flight-plan that can automaticddéy triggered when the UAV detects that it is nogkmin
communication with a base station. For exam@BeQDrequires that “In all cases, the UAS must lmided with a
means of automatic recovery in the event of a limét There are many acceptable approaches tofysdkie
requirement. The intent is to ensure airborne djpersare predictable in the event of lost link'he development
of autonomous capabilities following an interruptitd communications is critically important becaitasndermines



another of the requirements within the interim @mice relating to flight termination systems. Ehés a
requirement on operators to ensure that if the WA¥fers system failures that undermine the safétyoatinued
operations then the pilot in charge should be @himanually activate a flight termination systenklowever, such
an application could only be triggered after comivaitions had been restored to a UAV.

Following the Nogales accident, NTSB investigatfisnd that there were three lost link profiles stbron the
ground control system. Only one of these couladtéve at any one time. However, the pilot cocthédnge their
selection during an operation in response to clamgehe area in which the UAV was being flown. r Foe
Predator involved in this mishap, the profiles wisgically intended to ensure that the UAV wouldntdo a lost-
link heading, climb for approximately 50 secondsfuhpower at 105 knots in order to gain time dwdp reacquire
the signal. The UAV then establishes a waypoistrautical miles from the location where the linksafirst lost on
the heading established for the profile. When thagpoint is reached or after half an hour, theialetwill fly the
rest of the profile to predetermined locations aftitudes. If contact cannot be re-established ttenPredator
cannot land and it will crash when the available fa exhausted.

Considerable care is clearly required in creatimg maintaining a lost link profile. FAA Guidanc8-01 Section 8
notes the dangers of UAV operations over popularea@s. The interim document states that “It isapplicant’s
responsibility to demonstrate that injury to pesson property along the flight path is extremelypiobable... UA
with performance characteristics that impede noramaltraffic operations may be restricted in thejperations”.
Similarly, UAS operations should avoid routes witravy traffic or with open assemblies of peopléieSe can only
be approved in emergency or relief situationshié ‘proposed mitigation strategies are found tockegtable’. This
requires that applicants conduct a formal risk sssent with associated safety argument to demoadtrat the
residual hazards are “extremely improbable”. In trast, the NTSB investigation argued that there s‘we
standardized safety-based method for determinirgg rthutes for the lost-link flightpath and that iegdate
consideration was given to ensuring the flight pdithnot include flight over population centerspperty, or other
installations of value”. The lost-link profile [fowed by the Predator on the day of the accideas wnnecessarily
complicated. It was also argued that the pilotsewarcertain about the actual flightpath of the Ufs\fowing the
loss of communications with the vehicle. The inigegion also found that the UAV would crash aldhg route
specified in the lost link profile. This createohsiderable uncertainty about the potential locetay any ‘landing’.
In future, it was recommended that lost link pedilead to a ‘safety zone'.

It is important not to focus too narrowly on thedens that Nogales provided for the handling dfliok profiles in
UAS operations. This mishap also provided moreeganinsights into the potential hazards of automasn
operations within National Airspace System. FAA@Brecognises this connection in section 8 whestaites that
although all UAVs will have an element of autonomaperation; it is a requirement that there shdadpilot in
the loop’ capability before they can be allowedhivitthe National Airspace System outside of varicaiggories of
restricted air space. They also acknowledge tmatpilot will technically be out of the loop duriraylost link
recovery but that this scenario is not coveredhgydection 8 requirements. Hence although the Msgecident
provides most direct insights into the lost linloyisions in FAA 08-01 it also serves to reinforbe teservations
about autonomous operations. In other words, tbelems in pre-programming a ‘safe’ flight-plan fautonomous
recovery in this accident provides further justfion for the interim guidance that there must bme means for
direct pilot intervention during other stages affit.

Air Traffic Control (ATC) Communications

Section 8 of FAA Guidance 08-01 also establishesttimmunications requirements for the operatiodA$ inside
the US National Airspace System. Pilots must hienreediate radio contact with relevant ATC facilitiat all times
if the UAV is being operated in class A or D airspar under instrument flight rules. The FAA @ide also
requires communication with ATC is this is requingithin the COA or airworthiness certificate. dddition, the
CBP should have notified the FAA and ATC of anyrdes to their lost link profiles within a COA. d@$e updates
would have helped to coordinate any response tnargency. However, the changes to the ‘lostpimafiles’ had
not been communicated to these other agenciesNTI®8, therefore, argued that there was a real gatdor an
in-flight collision as the UAV created a signifidamazard for other users of the National Airspagst&n. During
the incident itself, the COA under which the Nogaleredator was operating has a requirement thatviolg the
loss of communications link, the pilot in commanaswo immediately inform ATC of:



The UAS call sign.

UAS IFF [ldentification, Friend or Foe] squawk.

Lost link profile.

Last known position.

Pre-programmed airspeed.

Usable fuel remaining (expressed in hours and rag)ut

Heading/routing from the last known position to thst link emergency mission loiter.

Nous~wbhRE

However, there was no communication between Albrgues Air Route Traffic Control Center and the UAWop
about the lost link profile, as required by the COAhis lack of communication was compounded byldss of
power to the UAV following the console lock-up thaiggered the accident. UAV functionality wagisasly
compromised as it began to rely on battery powdre aircraft shut down its satellite communicatsystem and the
transponder. If the transponder had continued ik with mode C altitude data then ATC might haverbeble to
track the course of the UAV and warn other airspssmys. An important finding from the Nogalesstravas the
need to modify UAS design so that transponder fanatity should continue even under degraded marfes
operation. Arguably, this ought to be an explicdiquirement within 08-01, the importance of transjmn
information would seem to be more critical thamiher forms of aviation.

A key obijective for the coordination between UA®TE and ATC is to ensure adequate separation betaicraft
within the same air space. In order to help ntkist requirement, the UAV was only authorised temype in
temporarily restricted airspace. Any other aircisishing to operate within this area had to contatC before
entering. For the CBP operations, the UAV’s restd operating air space extended along the soubwder from
14,000 to 16,000 feet MSL. However, the loss of @oprevented the UAV from maintaining its altitud&he
Predator breached the lower limit of the restrictethe. The investigators, therefore, argued thatUAV was
operating autonomously in unprotected airspacd iirdiashed. ATC contacted the Predator’s pilderathey lost
contact with the vehicle and the transponder happstd working. However, the pilot did not inforneth that the
UAV had descended below the 14,000 feet MSL. Ag point, the pilot or the ATCO should have dedtaen
emergency and taken measures to alert trafficératea. They should have alerted neighbouringe®to monitor
the missing vehicle. The ATC could also have sthefforts to increase the level of surveillancettum UAV, for
instance by contacting the Western Area Defense&gxgather information using their height fingiradar.

These observations from the Nogales accident algusiow that documents such as FAA 08-01 oughtdo b
extended and strengthened to include additionalireapents on UAV operators within their COA’s taiiease the
level of cooperation with ATC. Section 8 and tlssariated requirements in the existing documenplgispecifies
a minimum level of communication and coordinatidtratt proved to be insufficient to ensure mutual agitun
awareness and coordination during the Nogales ewtid In particular, prior to the accident ATCOsre& only
provided with mandatory training on the UAS opemasi in the form of a 30-minute briefing and a Pqeént
presentation. The NTSB investigators, thereforgued that the CBP should conduct more exytenside'face to
face’ reviews between the UAS operations group tedATC organisation, to include ATCOs and pilotsThe
intention of these meetings is to clarify theirpesse and required actions both during standardlegthded modes
of operation; “These operational reviews shouldude, but not be limited to, discussion on losklprofiles and
procedures, the potential for unigue emergencyasins and methods to mitigate them, platform-dfmeaircraft
characteristics, and airspace management procédures

Risk Management

FAA 08-01 requires that formal risk assessmentscarelucted to justify UAV operations. This can difficult
given the lack of long-term operational experiemén many UAS applications. The quantitative aspecthese
assessments may have to be based on expert judgeatieer than the performance of complex safetgteel
systems in comparable operations.  Similarly, do&ance for the integration of UAS extends exeamsifor
national security to override the risk mitigati@guirements that would be expected for civil COAowever, this
does not exempt the operators from conducting such a risessnent in the first place. In other words, it is
acceptable for national security considerationgustify an increased level of acceptable risk —vimg an



agreement is reached with the FAA Administratoiowdver, it is a requirement that such an explisk assessment
is conducted in the first place to identify the ks that are being accepted.

The Nogales accident demonstrated that the opsrktcked any clear plan to mitigate the risks dased with the
operation of the UAS under degraded modes of operd6]. The lock-up on PPO-1 was only one exangfle
several other deficiencies. For instance, anotmmesolved component problem had disabled the ligatel
communication control function of PPO-2. The inigetors argued that one potential mitigation woldtve been
to introduce a minimum equipment list or a deviasiguide. These documents can help operatoretify spare
parts that should be retained in order to helprexegis promptly respond to any failures that do ncddowever,
there were remarkably few parts at the CBP Predatulity. This may have constrained the oppotiesi that
maintenance technicians had both to intervene inalso to diagnose those failures that did occlinimum
equipment list and deviations guides can also leel tis establish the conditions under which openatigshould be
suspended or describe alternate operating procedoat support potential ‘work arounds’ without goomising
the underlying safety of operations. Without sdatuments it was difficult for the operators or @BP acting in
their regulatory role to determine whether or ria tevel of safety/reliability was sufficient tosfify continuing
operations. In particular, it can be hard to ssdbke residual risk that might arise if furthempmnents should fail
during flights that are adjacent to controlledsgiace or to residential areas.

Conclusions and Further Work

In April 2006, an Unmanned Aerial Vehicle (UAV) sfeed near Nogales, Arizona. This incident triggeved of

the most sustained studies into the causes ofrdailwolving Unmanned Aerial Systems (UAS). The iblasl

Transportation Safety Board (NTSB) together with hS Customs and Border Protection (CBP) agencgrutig

Department of Homeland Security identified manwdes from this mishap. This paper has used insiatgded

from the Nogales crash to develop a critical revigwthe most recent FAA guidance on the integratibbAS into

the U. S. National Airspace System. The existiagsion of FAA’s Interim Operational Approval Guitz 08-01
addresses many of the problems identified in th&BITeport into this incident. However, we haveuad) that
greater oversight is needed to support the exemgptivat are permitted for the provisions withirstiocument. In
particular, our analysis has questioned whetheroggss that enables the same agency to act asat@gahd
operator of a UAV can be justified within the Nat#d Airspace System even given the contingenciesatbnal

security, especially when Federal Agencies delegpézational responsibility to sub-contractorsevisus sections
have also shown that the Nogales crash illusttiiesieed for greater coordination between UAS djpera staff

and Air Traffic Management staff, not just in orderimprove mutual situation awareness under noopetlations
but also to support coordination under degradedemad operation.

This paper has focused on a single accident anah$ights that it provides for the future regulatiof UAS within
the National Airspace System. Previous sectiong laagued that there are relatively few accountssimmilar level
of detail — but that much can be learned from t@dents that have occurred involving remotely oafeéd model
aircraft — just as UAVs continue to exploit controbdels from these ‘toy’ systems. Similarly, thé&se growing
number of accident reports describing mishaps inrglmilitary UAS in both Irag and Afghanistan [8]. Future
work intends to build on the analysis in this paped combine it with our previous work on UAV ineids in the
US, British and Canadian armed forces where thera growing expertise in the integration of manied
unmanned vehicles within the same air space eve itontext of operations is radically differerdrh those that
apply within most areas of the National Airspacst8&m. Finally, it is argued that the existing riegments for the
certification of maintenance technicians and of ntemiance management processes under FAA 08-01 be
strengthened beyond those for conventional avidtavoid the sense of complacency that can underthe safety
of UAV operations within the National Airspace 3yt
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