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Abstract

Performing effective and efficient emergency regmons essential to maintaining public safety. Thse wof

emergency planning systems therefore plays a aritate in ensuring that the emergency servicesrespond to a
wide range of adverse events, including everytHiogn domestic fires to terrorist attacks or natudidasters.
Software supporting resource deployment for emergeasponse create particular challenges, suclefescting

updates in infrastructure, population and buildiagd changes in services provision. These diffefetors require
the input data from multiple sources to help infdire planning processes that guide our responsengygencies
and help to protect the safety of the general publihis paper therefore describes an advanced agprto

Emergency Planning through web service architesturbe approach is analyzed regarding possiblefiteaad

drawbacks. A case-study is introduced, presentiegdevelopment of a web services-based applicagioabling

the evaluation of different ‘what-if’ scenarios it the operational planning process of the UK Rkinel Rescue
Services, although we would argue that the apprbasha more general application. The results ofratial work

raise a number of questions about the suitabifithese web-based technologies for primary or sgagnplanning
systems in the emergency response domain.

Introduction

Performing effective and efficient emergency resgmois essential to maintaining public safety. Erarog service
providers are facing changes in their area of nesipdity. Terrorist attacks on the World Trade @enor the
London Bombings in 2005 (Murphy 2006, Johnson 20@8j)e significantly increased the scale of someatst
Natural disasters, ranging from Hurricane Katrina2D05 (Daniels 2006) through to the 2007 UK floddse
revealed how much public safety depends upon éfeearisis management (Penning-Rowsell 2006, Blaokb
2008, Pitt 2008). Emergency response planning systeelp Fire and Rescue Services (FRS) to imprbee t
mitigation, preparedness, response or recoverynimaber of heterogeneous scenarios.

The scenarios of an emergency are often very cotpteare the systems used to process informatidrsapport
decision making. It can take many person monthsffoiit to program a single new adverse event intwkation
and decision support tools such as those deschib@@laue and Johnson, 2010). It is, therefore, mamd that we
develop appropriate techniques that minimize tretscassociated with data integration and functienhlancement
so that we can help the emergency services usgngxoftware to consider a wider and wider ranfjthmeats to
public safety. This paper presents different catiegmf applications that support emergency plagnitne first part
distinguishes between technologies, architectdrasieworks and explains the relationship betweanmghg tools
and simulations. The increasing importance of wethmologies as an enabling architecture for infoiona
exchange between various government agenciesigsgstifdeeper analysis of whether a range of naehlitactures
might be used to enhance existing emergency plgrsyistems. The focus thereby lies on web servidetactures,
a form of distributed computing providing a startized framework for system development. The web has
traditionally been used to distribute informatidBy using new interoperability architectures thatpéog web
services, the web is also able to provide compuaticapabilities. Web services are thereby defemedsoftware
system designed to support interoperable machimeatthine interaction” in order to provide compudatl
services over a network (W3C 2004, Stair 2003)estigating the feasibility and the potential imgaof new
technologies is important because government agefece notoriously slow to benefit from leadingetiechniques
within the field of information processing.

The second part of the paper introduces a case,sitoeblving the Fire and Rescue Services in the. UKe
planning processes and a strategic planning apiplicare described and challenges for the enhanaeohexisting
large scale IT emergency planning systems areneatliBased on the functionality provided by a wetvise, an



application is developed for use by the UK FRS velgate different operational planning scenario®tider to
tackle the problem of unwanted fire signals. Thiedge alarms are a significant drain on existiagources and,
therefore, threaten public safety. The closingisastuse the analysis conducted to raise furthestipns about the
suitability of web technologies for emergency resmosystems and derived applications leading toduesearch.

Background: Planning and Managing Emergency Regpons

First responders have to prepare for a range ofasiwes. Within each of these cases, they also tmwensider a
number of different priorities including both theéimmediate response to any risks but also the logen
consequences of their actions, increasingly fogusin the problems of environmental contaminatickerafajor
fires. Emergency planning systems, therefore, baveflect the complexity of these events. They nalso provide
a sufficient level of detail to support criticalglgion making before any future incident occursn€idering the
different perspectives on the planning process retyaof supporting software systems has been deeel.
Decision Support Systems (DSS) or Management Irdtion Systems (MIS) are able to handle large ansoaht
data often from multiple sources, providing infotioa to decision makers on operational and straggilanning
levels. The information in these systems enablpsrting as well as complex data analysis. Makinpdtlyetical
changes to the underlying data of a problem figitidt-if” scenarios can be used to evaluate the atnpfaichanges,
e.g. in corporate processes. Additionally simulaibased on models of the underlying system aes afted, to get
a better insight in the consequences of changescohjunction with recent visualization techniqudsese
simulations can then be used to support tablet@pceses in a more effective manner. A wide var@tyther is
systems e.g. solely specializing on financial asgrh as cost benefit analysis tools, or otheydeting real-world
scenarios, e.g. to investigate the impact of hedtsanoke in fire scenarios, are available. So ¢wengh DSS and
MIS are often employed on a managerial and stredégianning level, there are various issues, ssctraining of
emergency responders that are supported by otpes tyf computer systems, e.g. virtual reality tregjs tools. In
order to introduce more clarity in the categoriaatiof such system and their functionalities, a nembf
frameworks have been developed (Careem 2006, 0aBe.

The Integrated Emergency Response Framework (iERSsifies emergency planning systems using thrgem
criteria -disaster eventapplication andentities of interes{Jain 2003b). Thelisaster evenhas an impact on the
complexity of the system to be developed. In tHeFRHt is further divided into natural and man-maliasters, each
covering a number of additional sub-categories rileisg the emergency in more detail. Indentifyitg entities of
interest it can then be determined, who and what is imgghéty the scenario. This helps to identify the teadti
which need to be modeled. Hence, allowing the dgreknt of simulations that could be used to ingassi the
impact of different behaviors or strategies withinohosen scenario.
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Figure 1: Integrated Emergency Response Framework (iERF) - (Jain 2003b)

As the emergency response domain covers many afeapplication, the system design is determinedthsy
purpose of the overall system. The iERF therefateoduces the third dimensiapplication which covers the
processes of mitigation, preparedness, responsecovery, by five application areas — degire 1 (Jain 2003b).



This paper is mainly concerned with the procesplafining and the suitability of planning applicatsoto support
decision-making for emergency services in theitipalar field of responsibilities.

The application area of an emergency planning sygtlys an important role in determining the dethisystem
requirements. For example, evacuation simulatonsbeaused to help plan for egress from large puilitdings

(Johnson, 2010). However, these systems do not teedodel every aspect of the hazards that trigger
evacuation. They can still provide useful insigaten if they do not distinguish between electritas or fires

ignited by smoking materials. Similarly, the nunsatiresults from these tools do not always reqeimaplex three-
dimensional visualizations to provide architectshwi information that can inform their subsequeasign work.

On the other hand, simulated trainings scenarigs,fer fire fighters or the military, would benefrom realistic

visualizations and a higher degree of veracity hie tletailed modeling of individual scenarios. Tlhe&ge of
technical requirements could lead to a further gateation of the underlying system componentsus$irtg on

technical specifications.

A number of different research areas have ememgsdpport emergency planning. For example, somepgrbave
focused on improved algorithms, e.g. for fire orogen spread, or new behavioral models, e.g. for watam
simulations. (Berry 2005) Other groups have lookédnixed, virtual or augmented realities. (Balasuianian
2006, Chittaro 2008) Progress in the area of agemisagent-based systems has also led to improvgrirethe
modeling of interaction in emergency planning scsa Focusing on the bigger picture, other rese&carried
out, focusing on the architecture of complex systémgenerate new knowledge about the combinatidhese
improved system components. This area of reseaidhdes data exchange standards and architectomakpts
(lannella 2007, OASIS 2006). The aim is to offewamle range of component functionality, which is yeas
integrate in the overall system structure (Jain8208s we are investigating the suitability of wedrvices, we are
further focusing on the architecture of emergemsponse systems.

The US Department of Defense (DoD) has been ary eaidpter of simulation technology for contingeranyd
emergency planning. Based around the requiremenséomore than a single simulator, in order todase the
capability of their systems, the need for distr@aupplication architectures evolved. The concéptigh Level
Architecture (HLA), defined in IEEE Standard 15Habled the DoD to support the development of pfuer
distributed simulation applications. Even thoughAk used for applications outside DoD, it is oolye of several
competing approaches. For instance, the Model Dri&echitecture was proposed by the Object Managémen
Group (OMG) as a design approach, and adoptedsacas®us industrial sectors (Brown 2004). Thisddtices the
concept of model-driven software engineering antdased on platform-independent models, which desdtie
system functionality (Soley 2000, Siegel 2001). Deaefits and future of each technology, as wetiasparisons
have been discussed by a number of researcher2(fa&, Tolk 2002).

Developing an application that is distributed, ntigh the one hand increase the complexity of trerail/system,
but one the other hand it introduces a number se§ipte benefits, especially in the complex domdirroergency
planning; some types of disaster events need tmdreaged by multiple agencies. Therefore on an ddirative
side, distributed applications can be used to nateginformation across several different data cesirwithout
relying on any single point of storage. It is, #fere, surprising that so many emergency plannimjstsimply
access monolithic databases that are formed byrgment agencies that subsequently experience diféatity in
maintaining the data that is initially provided tmany other departments of government. There atbhdubenefits
from a more distributed approach. In systems thaetto plan for the simultaneous intervention brapeedics, by
fire and rescue services and by security agenttiés,possible to develop a modular approach. Charig the
Standard Operating Procedures (SOPs) of each sarait quickly be introduced by using different meder each
agency.

From a technical point of view, executing complémudation in distributed systems, might lead to rowyed
response times and lower cost computation. (Jear2091, Jain 2003b) The use of a distributed archite can
also enable multiple/simultaneous access to shaasmhing systems. In the future, this might be edteal to include
data not only about the behaviors and procedurésddfidual emergency services but also to integyddta from
sensor networks as actors in the systems, e.g.esmofire alarms, which can trigger emergency roedi and
provide information in real-time (Berry 2005). Emency Planning Systems will thereby facilitate therging
process of important data from multiple informat®surces. Based on the underlying data aggregatiodels of



problem or planning scenario can be built, whidah than employed as the foundation of simulatiorgs, lelping to
understand the impact of different decisions.

The next section provides an overview of the sgiatplanning process within UK Fire and Rescue Bes/and
introduces an application, which these organizatiose to develop long term management plans. Hsie study
helps to identify the challenges that arise from¢hhancement of existing large scale emergencyiplg systems
using web service architectures.

Strategic Planning for the Fire and Rescue Senircdse UK

The field of responsibilities of the Fire and Res@&ervices has been changing significantly withinlast decades.
The increasing risk of terrorist attacks and aeseaf natural ‘disasters’ have motivated the FR8oteduct detailed
reviews of their strategic planning. This is neeggdo be able to provide effective services ingtiaf crisis and to
ensure that the service responds to the changinmmlds of the twenty-first century. This review laso been
instigated by changes in the legislative regimelierFRS, e.g. to protect communities from theot$fef fire (CLG
2008a). In other words, there is an increased esiploa assessing the risks to a local populatiom ffor example,
the loss of major employer in an area rather tlvaply looking as the value of buildings in termstlogir net cost to
replace.

The Civil Contingency Act 2004identifies the Fire and Rescue Services as Catehjaesponders. This group
additionally includes police forces and ambulaneevises. So called Category 2 responders are defase
organizations co-operating as part of the emergeasgonse and recovery work, mainly including pevsector
bodies ranging from gas to transport to telecomoation providers (CabinetOffice 2004, CLG 2008bheT
exchange of information between different bodieishiw the Category 1 and Category 2 respondersssrdial for
emergency planning and has been criticized, fomgka in the Pitt review of the 2008 floods. Furtbbanges were
triggered by the Fire and Rescue Services Natibraahework 2008-2011. This has encouraged the FR&thice
Integrated Risk Management Plans (IRMP). (Cabirfétt®©2004, CLG 2008a) These are the result ofk-biased
management process, in order to “identify measocenaitigate the social and economic impact tha& &nd other
emergencies can be expected to have on individgalsimunities, commerce, industry, the environmerd a
heritage.” (StrathclydeFRS 2006) One important @tation for the decision-making process within thiegrated
risk management planning is the Fire Services Eararg Cover toolkit (FSEC). This software systembdes the
collection and interpretation of information abdiifferent risks within the UK (CLG 2008c, StrathdBFRS 2006).

FSEC integrates a geographical information systkat provides a common interface to all Fire andcRes
Services in the UK. Geographical, social and omgtional data is integrated in the system. Thiduthes
information about the location of fire stations aahilable resources, alongside with the capadslibf those
resources to respond to different forms of adversmnts. This data is based on historical data ap@wious fire
incidents. FSEC is intended to support the decisiaking processes for the Fire and Rescue Serwitesstrategic
level. The rich data that is stored in FSEC isquiidally updated to include details about the laitesidents across
the UK. Further data is derived from fire safetgiés; these provide information about buildingstthave not been
involved in a fire. FSEC also includes data abdw#nges in the road traffic network, informationfoe stations,
including crewing and available vehicles, as wslchanges in the social structure of areas. Thedephic input
comes from census data amongst other sources (ODBcR The aim is to provide decision makers wittegrated
access to the heterogeneous data sources thattigge in order to develop strategic plans thatately will help
to determine public safety in local communities feany years to come. To assess the most suitabtegy for a
region, the FSEC toolkit provides the functionatitysimulate strategic plans. Users can ask whghtnfiappen to
response times if they open a new fire stationfoadditional appliances are moved to an existingation.
Conversely, it is possible to use FSEC to iderdifly adverse consequences for the local communityts are
proposed to the level of emergency provision. Témults can then be displayed using the map-bastdnsysee
figure 2.

! The civil Contingency Act 2004 declares amongeothings a single framework, with a set of rolad aesponsibilities, for
civil protection. (CLG 2008b)
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Figure 2: Anonymous Example of a Risk Map within FSEC (CL G 2008c)

Simulating planned strategies, e.g. moving fir¢iata or changing the crewing, allows the respdasibangers to
assess the impact of changes. Up to a certain ¢é\a#tail this allows the modeling of various “w#ifi scenarios
in order to find the best strategy to mitigate tis&s in a certain community. Through the use afhslarge-scale
systems, like FSEC, the emergency response plaoasrsform their decisions using a variety of imfiation and
predictions. However, it is important to acknowledipe limitations of even the most advanced plapnaols.
FSEC provides significant support but it can laekadl in the modeling, for instance of economic seuences or
safety implications from the reassignment of ertptresources. Equally, it is important not simpbyadd new
functionality without carefully considering the imqt that this might have both for the usabilitytbé resulting
system but also on the veracity of the final pridits.

What are the challenges in adding functionalitexesting large-scale Systems?

The decisions that are informed by tools such &dBave a profound impact on public safety. Itda# that the
underlying information provided needs to be corréotrefore validating and testing new functiornaig a major
issue in enhancing existing large scale emergelamnmg systems. Additionally, previous research &igued that
combining information from various heterogeneouforimation systems introduces a wide range of chgls
associated with interoperability.

On the systems’ side it is thereby related to thg. use of different platforms, hardware and filpes of the
underlying systems. Information systems heteroggmeight introduce issues in regards to the opdrétatabase
Management Systems in each tool and the differeimcéeeir capabilities. This is a major issue fonsuming the
data, as different systems will also have an effecthe information itself. Dealing with the datéhin the system,
assumes that the input data obtained from a rahgdgasmation sources, e.g. different governmergrages, have
to be transformed into a uniform format, ready égplbocessed in an Emergency Planning tool. Staizdaravays to
exchange information, similar to those evolved fr@search in the area of web services architectWagE, 2004)
could help to overcome the outlined interoperapitiallenges in information systems.

Improving and adding features therefore possiblyoituces a new source of failure within the appicses.
Therefore every new release needs to be validatddested carefully. This can be done, to a limiatent, by
simulating the effects of changes that have alr¢attgn place. Historical data can then be usedeterahine
whether or not the prediction tools anticipate tbasequent changes that have already been witnddseaver,
this approach cannot easily be used to test predichbout new working practices or the introducid fire safety
features into communities that are only just beiteyeloped. The effort of implementing new functiityais

thereby mainly determined by factors, like compigxiechnology, and architecture of the existingtegn, which
needs to be assessed by experts.

Increasing interoperability of service based agions also raises a host of questions about tfeeig of data that
is collected for one, possibly non-safety relategplication and is then used by safety-relatedesyst such as



emergency planning systems. An example might kentanner in which FSEC relies upon UK census data t
reflect the changing demographics in local comniemi¢(Johnson and Raue, 2010).

How to possibly overcome these challenges?

Previous sections have argued that emergency plgusystems rely on the integration of data fromtiplél sources
— ranging from incident databases through to deapigc details about changing populations as welmase
detailed audit data on building usage and protactids also important to ensure that this infotiorais updated on
a regular basis. At present this is done by theualbor semi-automated transfer of data from otberces, such as
census data, into a standalone application. Asishexpensive and time consuming updates are limitecan also
be error prone. A more automated approach wouldonbt offer the opportunity of significant savingswould
increase the recency of data and also reduce fhartopity for error by careful validation of integion algorithms,

The existing emergency response system could let as@n underlying source for information. The linfation

would then be processed in the new external agjadicéo be developed. This could lead to a fasetetbpment of
the new application, as the developers are notssacdy constrained by the existing system. As othlg

components need to be tested and validated byuteroer, the release could be quicker as well. tramadity that

is required to be for regional authorities onlyuicbbe developed apart from the existing systemthackefore keep
the maintenance and deployment effort on the saned.|IThe benefits overall are lying in the podgibto develop

applications in a faster and more flexible way, de&velopers are not constrained to technologies usdte

underlying system. The automated updating of irstegl applications also raises concerns when, arice, errors
in one system will quickly be propagated across ydifferent client systems. In some potential aggtlons, the
impact of these errors may not be transparentdafiers who can be unaware of the updates in secdahitd party

systems.

The integration of external data sources raisasnaber of more detailed design concerns, For instathe speed of
an emergency planning tool such as FSEC could bersely affected if data had to be processed frorexternal

source every time a query was made. Integrationatsm introduce significant interdependencies. iRstance,

significant redevelopment might be required if atteenal data repository changed their data forrvassiliadis

2002). Finally, security issues can limit opportigs for integration of multiple data sources. Tinecess of sharing
data can create mutual vulnerabilities, for exampleequests for information that should not benptted. This

creates concerns given that each component of tegrated system might have to maintain and checlkssc
privileges for each of the other components to enthat security policy is not violated.

The results of the cost-benefit analysis or thie-sissessment in terms of data and system secwtitgh need to be
carried out, are mainly dependent on the type anaptexity of the underlying system. Furthermorepasideration
of the existing legislations, e.g. data protectamt, as well as an assessment of the system secueitd to be
carried out. As the outlined benefits are mainlgpdyin the flexibility and the increased developintmes, the next
section is going to investigate how web serviceghtiiit in this development scenario.

Web service architectures provide ways of addrgssiany of the concerns mentioned above. They hage t
additional benefit that they also coincide with gmiment policy in many states, promoting commoresgcriteria
for the exchange of information both with the patdnd between different internal departments witha security
and integrity constraints, mentioned in previoustises. The following chapter therefore introduties case study
and outlines how web services could be employezhtance functionality of an existing Emergency Rilag tool
used by the UK Fire and Rescue Services.

Case Study: Background Information

The Fire and Rescue Services respond to an amwpziidé variety of ‘emergencies’ ranging from fires flood,
from rescuing trapped animals to providing elevasedess to other primary responders. However, ttaie
competency is the protection of communities frore-fielated losses. To be considered as a “modetrefiective
fire and rescue services” in the sense of the Gowent the services must amongst other things h@éedaout
“providing value for money (CLG 2008a). This inttamks the need to analyze planned and existing t@esan
regards to operational costs. At the highest Idhel effectiveness of prevention and protectionsuess for the Fire
and Rescue Services can be measured using the nofldes saved as against the costs for propaaiypage.



Research in the area of Fire-Safety has charaeterlationships between property damage, injuaieks fatalities
in fires and the response time of the servicesgétal, 1979; Challands, 2009).

The problem of ‘false alarms’ can be used to itatgt the way in which web service architectureshinize used to
support the development of emergency planning tibaisgo beyond the existing template provided 8%€. Even
though the overall number of fires and false alammthe UK recently decreased, the rate of falsenaé amongst
these incidents is still more than 50 percent. Th&ults in the deployment of limited FRS resourtteplaces,
where their help is not needed. Events like unwarie signals or false alarms threaten public tyafehen

appliances cannot be repositioned in time. In thieod from 2008 to 2009 more than 396,000 falsensawere
raised in UK, leading to the mobilization of onenoore fire engines. These resources would not ketatkattend a
simultaneously occurring real emergency within nbemal response times. The cost related to thelmation and

the resulting delayed response times of the FR8uress is estimated to be around £1 billion (appfx.52

billion). (CFOA 2008) At the same time, changessafety legislations have led to the increasing agpkent of

smoke and heat sensors. The aim of is to increfegysy providing early warnings of a potentiakfi However,
the side-effect is to simultaneously increasing tloenber of false alarms. A recently opened depantnie a

hospital now includes more than 8,500 detectotewalg detecting fires rapidly, but at the samedistatistically
increasing the UK-wide risk of false alarms by gescent. (CFOA 2008)

The introduction of additional sensing technologyohly one of the reasons for recent increaseeamtimber of
false alarms. Irrespective of the detailed cau$eki® problem, it is clear that the Fire and res&ervices have to
alter their strategy for dealing with these eventsrder to mitigate the increasing drain on fim#sources at a time
of budget cuts for the FRS in many European andiN@merican communities. Fortunately, integrateceegancy
planning tools can be used to identify the cost$ la@nefits of strategies that have been proposeiirdsafety
officers to address the problem of false alarmses€hstrategies include on-site call filtering allogva local
responder to confirm a firm within a given amouhtimes or scenarios in which fire officers adopparamedic
role and are dispatched in rapid response vehiolesnfirm that an alarm is genuine before anyherrtresources
are committed. The costs and benefits of suchathits must be analyzed because there is a dahgeany
additional delays e.g. for the paramedic approachl@gvundermine the additional warnings providedadyanced
sensors. Conversely, the costs of introducing tloéfseers might easily outweigh the savings frore thadvertent
deployment to a false alarm. Existing systems, ESIEC in the UK, cannot easily be used to simugatsh specific
scenarios because they involve considerable changésndard operating procedures.

Case Study: Operational Planning Application Fuondlity

The process of operational planning an incidentllés generally more detailed than strategic plagniThe
following sections outline application architectuned the information sources used to develop tb&otype. It is
thereby illustrates how the data from existing plag systems could be used as input for an additjaxternal
component to enhance functionality without impagtihe underlying planning systems. The system’stfanality
will be introduced in more detail before the systetesign, involving web services architecturedeiscribed.

As the additional functionality results from thepeailities of the application to evaluate differem@sponse
strategies to fire-related incidents, the involpedcess are outlined firstly. Given a default miabiion process for
the FRS, where a number of units are deployed io@dent, once an alarm is raised. Thereby, eataym leads to
a deployment of resources. An advanced mobilizapimtess is visualized in Figure 3. On-site cdtefing is

introduced, e.g. to allow proofing the existenceaofeal fire within a given time, before the FRSawrces are
deployed. Once an alarm is raised, it will firdtly evaluated if the facility has on-site call filtgy facilities in place.
Given the case, this is true the mobilization @& #RS resources is postponed until either the tenesill filtering

mechanism confirms a fire or the delay for respayses over a pre-defined threshold. In case, ncharésm is
employed for on-site call filtering, the alarm risun an automatic deployment of the FRS. This Mtdae similar

to the default mobilization process based on pexdehed resource allocation according to the reglegory of each
building type.
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Figure 3: Process of Unit Deployment (On-Site Call Filtering)

Given the fact that the on-site call filtering islyp suggested for premises other than private dmgd| the analysis
furthermore focuses on the small number of builgjnghich are responsible for generating dispropoétiely high
number of fire alarms. This is assuming that, tbeitive impact of changing the processes for thHmsiédings
would be much higher. Buildings belonging to thategory are for example student accommodationshasgitals,
which are furthermore, introducing the problem omplicated environments for evacuations (DoH20080&
2008). The application developed focuses on theaspelated to the mobilization of the fire ansicree units only.

The information required to evaluate the differstmaitegies can mainly be obtained from existindesys such as
FSEC, providing data on building types, fire statipcrewing, available resources and geo codesdibdings.
Additionally, information on previous incidentsdglivered, therefore a number of high false alamtertain types
of buildings can be identified, e.g. hospitals. Thf@rmation used in the system was received fré®&E€ and the
Fire Damage Reports (FDR) individually collecteddach FRS in the UK.

Case Study: Operational Planning Application Svsnﬁsiqr"r

The operational planning application was developil the intention to enhance the functionalitycofrently used
planning system in regards to operational planrifugthermore, it was emphasized to create an basygasonable
example conducting the case study. The systemtgpatds divided into several components, groupedifferent
application layers: data layer, business logic presentation. Thereby the business logic was imghéed using
Microsoft C#, employing WPF capabilities to enafddxible development of desktop and web-interfatwepresent
the results. Figure 5 visualizes the system arctiite and the data flow of the prototype in moreile
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Figure 4: Data Flow and System Architecture of the Developed Prototype

2 At the time of writing some aspects of the sysithneed to be completed.



The data layer builds the foundation of the appilicaincluding two separate data sources in thenfof database
shadows of the productive FSEC and FDR1 datab&esequest the information is send to the busitags,
which mainly consists of three components. At thieds the data aggregator, employing the inforomesiources on
the data layer, to deliver the appropriate datdhéodata merger. According to the given task, thta energer then
combines the data of the different data sourcesrdter to collect all necessary input for the scenawaluator.
Within the process of the merging the data a webice is used, providing information on travel distaness
time, for a combination of geo codes related tanlc&lent point and the responsible fire station.

Please choose place of action:

Emergency Ste: Queen Margaret Residences v GeoCode: 55.885284 4 267078 Distanice km/mies):  1.92km /12mies

Responsible Fire Station:  Maryhill Firestation GeoCode: 55.881894.278109 Time to travel (Minctes): 4 minutes

Scenaro Settings ‘Simulation Calculation

Unit 7
Urit deployed: YES
Distance traveled: 0. 5km

Treshold to validate fi fmintes)

o) B

Number of unitsto deploy: Cost of Deplayment: £ 535

0
} Unit 2:
Uit deployed: Mo

User Interaclion Distance traveled

On-Ste Fire Valdation:
© Real Fie

Cost of Deplayment: Not deployed yet

Overview (Total Time/Cost)

= Unwanted Fire Signal Time slapsed overall: 3 minutes

Stop Simuation |

Figure5: User-Interface prototype for conducting Operational Planning Evaluations

Total Cost of Deploymert: £ 535

The presentation of the prototype has been implésdess a desktop application. The user interfagedsented in
the Figure 5. It displays a map and the route betwfee station and incident, alongside with parearseused to
define the response scenario, e.g. number of wegponding. The scenario is evaluated using thebeurof
resources deployed, the travel time and the avetage for mobilization of each unit to quantify theonetary
outcome of an operational response strategy apfaiadscenario.

Conclusion and Future Work

This paper described how web services enablescapipin could be employed to enhance the functionalf
existing planning systems. Due to the changes ttimtemergency service providers are facing in thet#a of
responsibility, the use of emergency planning systelays a critical role in order to perform effeetand efficient
emergency response and maintain public safety.afirep for the wide range of adverse events oftejuires
multiple agencies to work together, increasingribed for information sharing across agency bordérs.planning
process of the Fire and Rescue Services in the loigawith the related planning applications hasnbeescribed.
Challenges, such as system testing and verificatidarge scale systems, associated with a funatienhancement
of these planning systems were outlined. The piisgitto build applications employing existing sgsts as
information sources, merging data and using welices functionality was discussed. The case-stotfgpduces an
application allowing to evaluate the impact of difint response scenarios of the FRS to tacklertitdgm of false
alarms. The system was developed using data froftipheuexisting information systems. Based on aifite,
component-based system design, a web service wasl@d delivering spatial data that was combineth wata
from existing sources. As the existing planningtasys were employed providing data only the resgltoose
coupling allowed an easier testing and validatibnhe newly developed system enhancement. The iQuesis
raised if web services in general provide enougturily to process such sensitive data. Furthermoraking
external web services part of a safety critical iy@ecy planning system the reliability of each uhdeg
component needs to be considered, especially ifsyiséem to be developed should support real-tinzEsiba
making for incidents. Therefore, as part of theufetwork the hazards of web services architectarets their
suitability for primary and secondary response pilag systems is going to be investigated.

3 Google Maps API — http://code.google.com/apis/rhaps
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