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Abstract
Risk assessment has been advocated as a princgdaesnof
improving military safety. For instance, the US niff's

complicate military actions. Limited knowledgegntradictory
information, the need to provide flexible ordersl atso allow for
local initiative creates further challenges. Indae difficult to
account for risk exposure in military operationg-or example,
leaders must assess the trade-offs that exist batvee short

Composite Risk Management urges personnel to asbesspPeriod of extreme risk during a bridge crossing eormore

likelihood and consequences of potential hazardsréenaking
strategic, tactical and operational decisions. e Bhitish army
advocates risk assessment as a means of guidifgthctical
planning and force protection. However, it candifficult to

apply civilian risk assessment techniques to guabinter
insurgency operations. It is extremely hard foops to apply
concepts such as ‘risk exposure’ to the uncertaith dynamic
threats that face them in many different operatienaironments.
The following pages use a case study to illustth&e practical
and theoretical barriers to military risk assessmen particular,
a number of problems are identified in assessimgritks that
threatened the retrieval of a UAV during countesuirgency
operations near Sangin in Helmand Province, Afgdtani

1. Introduction

A number of armed forces have developed risk assmds
technigques to help reduce the hazards associatid miiitary
operations. For example, British Army doctrinev@chtes risk
assessment techniques as a cornerstone of Tdetaraling, for
risks associated with enemy action, and of Foraaeetion, for
all other hazards associated with military lifegder example,
MoD Health & Safety Handbook JSP 375 Volume 2)mifirly,
the US Army Composite Risk Management program tienited
to increase operational effectiveness and redusbapirates by
encouraging all military personnel to consider likelihood and
consequences of potential hazards (see for exarbf@eArmy
Field Manual 5-19).

Military operations inevitably involve hazards thtat not arise in
many civilian occupations [1]. The need to condoemplex,
multi-agency operations, often at night and to ttigkeadlines
creates pressures that have few parallels. Thienac of
conventional and insurgent forces create activeatisrthat must
be considered in military strategic, tactical angemtional
decision making. The constraints imposed by difiérules of
engagement limit the actions that teams may takeitigate these
threats. Local terrain, meteorological and climd®@atures all

sustained exposure to lower risks when moving @donger
distance to cross at a ford. Subjective decisisnsh as the
justified desire to retrieve a fallen comrade, @neasily be
informed by the processes that govern risk-basetsida making
in civilian industries. Similarly, it has provextremely difficult
to overcome the natural enthusiasm of many unitgdbthe job
done’ even in those situations where
unequivocally advocate more cautious approaches.

The problems of military risk assessment are comged by the
need to integrate increasingly complex command ematrol
(C2) technologies and innovative weapons systertts nmany
operations. Vendors, politicians and military plars are often
motivated to deploy technologies before they aily fonature.
These decisions are justified by the need to mairda ‘edge’
over opposition forces and hence reduce the riskadividuals
in the field. However, they act as a forcing fimetthat reveals
underlying weaknesses in the composition and reswyrof
military units. In consequence, personnel haveeteelop coping
strategies and ‘work arounds’ when new technolodak in
unpredictable ways. This process of ‘making dgiases forces
to increased levels of risk that are often not epiated by the
advocates of innovative C2 infrastructure or weapplatforms.
The following pages illustrate this argument by lgsiag the
retrieval of a British Unmanned Airborne VehicleAY) from
Helmand Province in Afghanistan in June 2006. imuthis
operation, a member of the UK armed forces wazkiby a
single bullet wound to the head.

2. Initial Eventsin the Retrieval of a UAV

In October 2005, the 18th Battery of the"BRoyal Artillery
Regiment in the British Army were tasked to conduaut
operational trial of the Desert Hawk miniaturised\($, having
previous operated Phoenix systems in Iraq. Thi ted to the
purchase of the Desert Hawk and to the deploymettieo18th
Battery to Afghanistan in 2006 with elements of théth Air
Assault Brigade. The intention was to provide UKcts with a

risk assessmen



‘step-change in tactical situational awareness’ &mdmprove
force protection for deployed troops.

On the afternoon of the £1June 2006, the f8UAV Battery was
using the Hawks to observe a suspected Talibartigosiear
Sangin in Helmand. Shortly before 17:00, the afmerreported
that the UAV had ‘fallen out of the sky for somasen’ [4]. The
Battery commander reported to the Ops Room at thmb@t
Outpost near Sangin and requested that a patrdispatched to
recover it. The cost of each UAV is relatively lomew bodies
for the air vehicles are around $300 each. Thedopdyand
platform also had a relatively low security classifion.
However, the operators were anxious to know theaeawhy the
Hawk had come down. The recovery task fell to ivers of an
Operational Mentoring and Liaison Team (OMLT) assig to
work with the Afghan National Army at the Combat tpust.
Opinions varied amongst the OMLT as to whether or the
recovery mission was necessary. The Major in comara the
outpost recognised the low security classificatittiieir loss
wasn't going to be particularly painful or a reahoha but it was
my understanding if one went down we should tryhimi reason,
to bring it back”. A copy of the Standard OpergtProcedures
(SOPs) for the Desert Hawk UAV on the wall in the®room in
the Combat outpost stated that ‘if a UAV ditchesamds short of
the recovery point it should be recovered’ it alg@rns that ‘the
recovery of a UAV should not be attempted if thiwe risk to
live’. Other members of the OMLT were under thgpiession
that the UAV should be retrieved wherever it hatdied. There
appears to have been a verbal understanding bettheetd'
Battery and the OMLT that the UAV should be receder It was
still in its test phase and there were concernstti®insurgents
should not discover the capabilities of the vehitteuld one be
lost.

The apparent confusion over whether or not the Uxad to be
retrieved illustrates the difficulties that arise military risk
assessment. Although British Army doctrine progsdhe use of
risk assessment for tactical planning and forcetegtmn, the
SOPs focused on potential consequences. The Wa\uld be
retrieved but without ‘a risk to life’. It is diffult or impossible
for unit leaders to absolutely guarantee that amynter
insurgency operation can be conducted without sk to life’.
Nor did the SOPs provide more specific guidancehow to
conduct such an assessment. In these circumsténsehardly
surprising that the wunits in the field reached atight
interpretations of whether or not a mission shdaddconducted to
retrieve the missing Desert Hawk.

The Major in charge of the Combat Outpost approveel
redeployment of a Patrol to help retrieve the UAsihg 4 lightly

last light around 19:00. This was the first tichattthe unit had
deployed on patrol together and the first time #rat Patrol from
the OLMT had crossed the Helmand River. Howevée t
participants were eager to conduct the operatiah there is
evidence to suggest that the risk of insurgent aters in the
area was relatively low, the only previous incideat been the
discovery of an Improvised Explosive Device clogethe local
Police post [4]. This again illustrates the coexly of military
risk assessment. If the reports of Taliban agtiwere correct
then the relatively low initial risk assessmentewdti have been
revised. Without information from the UAV, howeyét was
impossible for units in the field to be sure thagurgents were
operating in the area.

The retrieval patrol eventually chose a route usisel same
crossing point for the river that the Desert Hawkd hbeen
monitoring for Taliban activity. This provides pexific example
of the problems associated with assessing risk ®Kpo in
military operations. Alternate routes would havgngicantly
delayed the operation. These delays would haveblesha
insurgent to mass their forces and provide an dppity to
prepare for the patrol when it eventually arrivéthe crash site.

The vehicles were unable to cross the Helmand Rit&rtroops
were left behind as a rear party while 21 membétheretrieval

patrol continued on foot. When they reached tlspscted crash
site, locals informed them that the UAV had beemadr off in a

pick-up truck. The advance group conducted a ecyrsearch of
nearby compounds and moved back across the rivbey then

began to receive reports on the Bowman HF radies the

Taliban were massing in the bazaar in Sangin. yTdodlected

the vehicles and began to return along the samie that they
had followed to the crash site. = As before, thigolved a

difficult judgement call about the risks associatégth repeating
the direct route back to the Combat Outpost orguaitess direct
route than might in any event have led them backecto where
reports were identifying the insurgent activity.

Around 20:12, the retrieval patrol came under &tfaom small
arms fire and rocket propelled grenades. The Bawwes used
to inform the Ops Room at the Outpost; ‘Contact,itWWaAfter
receiving the contact report a Quick Reaction Faves told to
‘Stand To’ [4]. When the Major arrived in the Op®om, he
initially considered making a formal request fopgart to the
Helmand Reaction Force but instead decided to stippe patrol
with the resources at his disposal. In retrosghid decision can
be questioned. Any risk assessment can be ceitici$ it
ultimately results in an adverse event. Suclic@inhs are often
based on hindsight. They rely on information thas not
available at the time of the incident. It is lek=ar whether others

armoured Snatch Land Rovers and a Weapons Mounteauld have responded differently in the same ditnat For

Installation Kit (WMIK) Land Rover equipped with @General
Purpose Machine Gun. Afghan soldiers were carietight
Transit Vehicles.  These initial units carried Boan High
Frequency radio systems. They left the Outposit8ad7 with

example, the initial reports from the retrieval rpatdid not
immediately request any support from either the Ban®utpost
or from the Helmand Reaction Force.



The Bowman radios were then used to inform theenedl patrol
that a Quick Reaction Force (QRF) was en route.e TQRF
consisted of just less than 50 troops from the UR,and Afghan
armies in nine vehicles. These included two WMIKgéth
General Purpose Machine Guns and two HMMWVs witlh@
calibre machine gun and the other with an M240 Medi
Machine Gun. The QRF members carried an SA 80 (A2)
except for one sergeant who took a General Purptesehine
Gun (Light Role). Six members of the group hadhhigision
equipment. All wore helmets and body armour. Maayried
short range Personal Role Radios; however, in diséehto deploy
the vehicles were not equipped with the Bowmankes€ had to
be retrieved from a secure store before being liadta The
Major in charge stated to the subsequent Boaraapdity ‘I was
just going to take that risk and get out thereemthan just faff
around’ [4].
complicate military risk assessment; it can beidiff to persuade
personnel of the need to consider potential hazamlsany
mission, especially when comrades may be in dandéowever,
the Major’s comments also illustrate particulargems for risk
assessment in counter insurgency operations. Astioned
before,there are strong reasons to act as swiftly as possible
because the threats posed by the massed forces of insurgent
groups can quickly rise the longer a unit is exposed to their
fire. In other words, additional delays provide insniggroups
with the opportunity to deploy more of their fordeto the field.

The perceived need to provide prompt
complicated by the fear that the route followedtbg original

Patrol was now covered by insurgent fire. Alteenaibutes
through Sangin added a considerable distance tgotmmey;

there were further concerns that the Taliban weagsing there.
The Major therefore set off along the original eutith an initial

plan to negotiate contact with the retrieval patusing the
personal radio systems. This decision reiteratesigus points
about the difficulty of accounting for risk exposuin military

decision making, in this case preferring the hazasdsociated
with a known route to the potential risks of a lengpurney close
to areas that were feared to be a centre of instiggdivity.

Risk assessment techniques encourage military meesoto
consider the potential hazards that could compmigadrticular
operations. However, the initial briefing of theRR did not
discuss what might go wrong nor did it propose emgtingency
plans. Some members even set off without any afeahere
they were going. The rush to assist the retri@atol partly
explains why the driver of one of the HMMWV'’s sdt with the
ignition keys for two of the other vehicles in lpscket. The
HMMWYV became entangled in barbed wire as it left @ombat
Outpost. The driver eventually returned with theyk In the
meantime, the other HMMWYV, two of the Snatch Lanov&s
and two Afghan National Army vehicles left withautticing that
the other vehicles had been delayed. This illtestra ‘Catch—
22’ problem for risk assessment in counter insucgeperations.
The need to provide a prompt response and theculiffi of

assistance wvegEsire to ‘press on and make contact'.

operating at night arguably increased the riske@ated with the
QRF's mission. These factors also made it morfecdif for unit
leaders to conduct any form of objective risk assemnt. They
chose to focus their attention on coordinating rtheisponse
before additional insurgent forces could be deploye

This first group of the Quick Reaction Force (QREYEntually
turned onto a track where they were forced to astmpnd 20:50-
21:00. There were relatively good ambient lightditions. The
members of QRF1 dismounted and discovered that siniee
vehicles were missing. The briefing lasted abwaat minutes and
established the Order of March. One person frooh e&hicle
remained to protect them. The rest set off alanfpot path
bordered by drainage ditches. A young man on a@rhide was
stopped and sent to the back with Afghan NatiorrahyAsoldiers;

This response illustrates the tintesgures that however, he claimed not to have seen anything haddlative

quiet of the march led the Major to assume thairteergents had
begun to withdraw. Shortly afterwards the forwardmbers of
the team noticed three men acting suspiciouslyo meved into
the wood line and the third seemed to take covéindea hay
bale. One was observed to use a radio. Themosed off into

a farm compound and QRF1 resumed their patrol.sdlewents
might have urged a more cautious approach, for pkanby

changing the Order of March to ensure that the Géfurpose
Machine Gun (Light Role) could be used effectivahd that the
unit leader was able to gain an overview of theé oéshe patrol.

However, they continued as before. This may ageftect a

It may aéftect the

OMLT’s lack of experience in counter insurgency i@iens.

The specialised nature of these tasks suggestsadnatderable
training may be required before unit leaders ara position to
conduct the detailed risk assessments that might¢ h#ormed

the deployment of QRF1 as it searched for the maigbatrol.

The track was bordered by a drainage ditch insidelé on its
southern edge. There was another mud wall on thihara side
that opened into a field with a bund line or embraekt running
from north-east to south-west. The Major used PiRR to
inform the rest of QRF1 that he had heard whisgerse 30m
ahead. Another member of QRF1 used his Commonpd/esa
System (CWS) image intensifier to observe 12-15pfeaevith
small arms weapons. The Major then shouted ®rithrmy,
Stop or | fire’. Accounts vary as to the immediaeents
following this; however, the volume of fire diredtat QRF1 was
higher than they managed to return [4]. At thisetj the members
of QRF1 were either prone or kneeling. During ¢hésitial
moments of contact a Captain who had volunteeredttie
mission was fatally wounded from a bullet to thadhe

There then followed a period of approximately 5 ubés
characterised by general confusion. Some membie@RH-1
could not return fire in case they hit other mershafrthe patrol.
The Major decided to take the Captains body backth
vehicles; this involved pulling him through a drage tunnel
while the others provided covering fire and useshgdes. Some



members of the party wanted to leave the Captaiorier to
ensure that the others could all extract. Assigtatauld not be
called from the vehicles because the PRRs weretinghia loud

therefore, no way for him to both observe and &itethe same
time.

tone and could not transmit [4]. QRF1 eventualgnaged to get The ambiguity of counter insurgency operations may also have

back to their vehicles with the body of the Captain

4. Immediate Causes of the I ncident

The lack of Standard Operating Procedures (SOPs) affected the
performance of QRFL1.
procedures are often drafted to ensure that nyilitaits follow

standard practices that are intended to mitigate tisks

associated with particular operations. In otherrdsp they
summarise the activities that should be conduateckduce the
impact of particular hazards even in situations ne@hi¢ is not

possible to accurately assess potential risks. SKbes governing
the retrieval of the UAVs had not been extendedawosider the
wider conduct of patrols from the Combat Outpodthis was

partly due to the rapidly changing nature of the 1OM
deployment, discussed in subsequent sections, Bodta the

limited provision of IT facilities for documentin§OPs [4]. In
consequence, QRF1 deployed without a number ofkshtwat

might otherwise have been expected during coumsirgency
operations. Team members were unclear about th&rand

objectives. They set off without having agreedugize route to
the retrieval patrol. There was no discussionhef ¢ontingency
plans that might be used if opposition was encaedte Further
problems included the deployment of weapons witha Order
of March, for instance, to ensure that the lighthiae gun could
be used effectively. This lack of SOPs led totaation in which

QRF1 left the Combat Outpost without installing tBewman

radios. The subsequent Board of Enquiry arguet hbd the
Major been able to use the HF radio system to camzate with

the first UAV patrol and the Ops Room in the ComBaitpost

then he would have had better situation awarergss He might

have been alerted to the hazards of attack fronrgesit forces
and hence might have been more aware of the riske llaken
when he pressed on with the deployment of QRFhe [ack of

SOPs compounded the problems of communicationattise for

any unit on its first mission together, especialiynight.

The lack of SOPs was compounded twe lack of detailed

contributed to the immediate causes of this indidefhe leader
of QRF1 shouted ‘British Army, Stop or | fire’. &may have
been motivated by a desire to reduce the likelihobivilian

casualties. However, other members of the unit Aldady

This is important becausesethdeported seeing a group carrying small arms. ghtnalso have

been motivated out of concern to reduce the riskraificide
given that they still had to locate members ofdtiginal patrol to
retrieve the UAV. Irrespective of the causes, sbsequent
investigations argued that any delay between thming and
opening fire provided the enemy with enough timeréepond
‘aggressively’ [4].

Lack of night vision equipment also contributed to this incident.
The OMLT Chief of Staff had written to the Helmahdsk Force
Headquarters on several occasions before the imca@ressing
his concern over the lack of resources in his unitsMay 2006,
he had requested a list of ‘mission essential eneif’ for force
protection. This included 48 more Head Mountedhiigision
Goggles. These are the monocles that are, typjcatirn around
the neck by British troops. He had also requed@dCommon
Weapons System which provide an image intensificatacility
mounted on the SA80 (A2). The Chief of Staff adjubat
‘neither the task being undertaken by OMLTSs, ner dperational
risk being taken, should...be underestimated; iéSsential that
teams are properly resourced’ [4]. However, thesiois essential
equipment list was not sent to the right unit. isTiad to a 25-day
delay. By the time of the incident, the requess wpproved but
had still to be resourced.

Lack of appropriate firepower complicated attempts by extract
QRF1 after they had come into contact with therigents The
decision to dismount significantly reduced QRFIite fpower.
This was especially important given the high likebhd that
insurgent forces would be carrying rocket propeligenades.
QRF1 might have benefitted
Launchers as well as Light or General Purpose MackBuns.
The subsequent Board of Inquiry argued that thislldvdhave

from Underslung Grenade

briefings both at the Combat Outpost and after QRF1 had I&en resources from other units in the Helmana.ar&racer
their vehicles.  These briefings would have prostidgounds would have helped in the extraction of thtegs; although
opportunities to review a number of the detailedislens that this ammunition had been delivered to the OMLTatl mot been
contributed to this mishap. For example, the leasfeQRF1 brought forward to the Combat Outpost. Althouigé provision
went to the front in the Order of March. This ntawe deprived ©Of these items need not have prevented the fatakigy would
him of a tactical overview during the insurgentstaek. It may have significantly reduced the risks to the renmgjninembers of
also have prevented him from communicating effedyivio QRF1 as they fought their way back to the vehicles.
individuals at the back of the unit. More detailaiefings may
also have helped to review the distribution of niglision 5. Support for Operational Risk Assessment
equipment between the members of QRFL. The patidle previous section has argued that the provisfocBOPs can
commander had to rely on a monocle device thatdgagyned for help to mitigate the risks associated with couritesurgency
US forces and could not be mounted to his helnfdiere was, operations. Team leaders can use these to fplfoeedures that
reduce the likelihood of adverse events withoutiiato conduct



an explicit risk assessment. Table 1 illustrates adternate
approach. This was developed by the US Army tp helitary

personnel assess the risks for the battlefielderett of rotary-
wing aircraft, rather than UAVs. The box labelldd Supervision

CMD/CONTROL’ provides a means of assessing the taszaunit had been on patrol together.

associated with operations involving personnel ftheaxsame unit
or from an attached unit. Risks are increasedofperations
involving teams from attached units than thosewbich all staff

are drawn from the same command. This is sigmfidn the
context of this incident given the complex histafythe OMLT

formation, described in the following sections, anikeir

relationship both with the rest of the Helmand tiske.

ROTARY-WING RISK ASSESSMENT MATRIX

2. PLANNING (Risk Value/Time)
GUIDANCE IN-DEPTH ADEQUATE MINIMAL
Vague 3 4 5

ON

1. (Risk
CMD/CONTROL

)
VALUE TACTICAL

DAY/NIGHT
Implied 2 3 4

Speciic 1 2 3
4. CREW SEL/PI (Risk Value/Fit Hrs)
TOTAL TIME TIME IN TOTAL TIME
>2000 <2000 <1000 <500 AO* >2000 <2000 <1000 <500
[ <25 3 4 5 6
>50 2 3 4 5
>50 1 2 3 4

Parant Unit 1 1 2
Attached 2 ] 4

(Risk Valus/Fit Hrs)

3. CREW SEL/PC
TIME IN
AD*
<25 3 4 5
>60 2 a 4 5
>50 1 2 3 4

5. CREW SEL/ADD
TIME IN
AO*

(Risk Value/FIt Hrs)
TOTAL TIME

6. ALL CREW MEMBERS ARE CREW
COORDINATION TRAINED

No +2

Yes 0

>2000 <2000 <1000 <500

<25 3 4 5 L]
50 2 3 4 5

>50 1 2 3 4

8. CREW ENDURANCE (Risk Value/Fit Hrs)
QUALITY >8HRS 6-8 HRS <6 HRS
OF REST

Field E4 6

7. ALL TASKS REQUIRED ON THIS
MISSION ARE SUPPORTED BY THE
UNIT MISSION ESSENTIAL TASK
LIST {METL)

Yos

No

#Raquires bn cdr approval.

10
Garrison 1 4 10
Add 2 for missions flown during

the last half of the duty day.

0
5#

9. COMPLEXITY 10. WEATHER**
TYPE OF MISSION  ¥MC  VMC

D

{Value/Condition)

NVG  IMC (Risk Value/Calling/Visibility)

<1000/3 <700/2 <500/1 >1000/3
Multiship 3 M 4 !
Sling load
Stabo/Rappel
Terrain Fit
Paradrop
Routine

NCE

MTP

Maint Recovery

N 4 6 10 2
NVG 3 4 ] 1

11. ADDITIONAL RISK FACTORS (D, N}
3 Single Pilot ~ +4

THENNLN GO 2
z
rmPrea s
z
>

COR AN s

NA

ADDITIONAL COMMENTS
* Area of operations.
** Visibility values are given in miles.

Table 1: Military risk assessment matrix (US Arif6})

The opening sections of the form also associatigteehlevel of

command and control risk with operations after d@kmission

involving attached units at night would be assigaadnitial risk

value of 4. In contrast, a mission that was cotetldy an
integrated unit in daylight would only score a rigilue of 1.

Previous work explains the high-levels of risk assted with

night operations [5]. These are readily apparerthé previous
account of the Sangin incident; QRF1 did not redist they had
become separated from the rest of the Quick Reaét@ce as
they left the Combat outpost. The subsequentgatrbl found it

hard to coordinate their activities and to bringitlweapons onto
the insurgents in case they hit other members dF&Rc.

Complex missions can be broken down into a numbactivities
using Mission Essential Task Lists. By summing tisk values
for the hazards associated with each mission coeworit is
possible to form a partial ordering of those tatlat contribute

the focus for risk reduction and mitigation.  Thislatively
simple approach provides considerable flexibiliftyor example,
an otherwise low risk mission might have a sigaificincrease in
the overall risk value if, for instance, it was tirst time that a
Senior persomight then
intervene by introducing more experienced persorm@ the
operation. The overall risk is obtained by sungrtine hazards
for each stage of the mission. The total can tieassigned to a
particular risk level. For example, Table 1 asat®s ‘Low Risk’
with risk values less than 16. Medium risk opierat range
between 16 and 28. High risk operations are agsamtiwith
scores of 29 and above. In each case, commanudestsseek
additional levels of authorization before embarkamga mission.
Company level approval must be provided for meditisk
operations, while battalion commanders must suppigt risk
plans. In this example, extremely high-risk otierss associated
with the use of night vision equipment must be appd at
brigade level.

A number of practical difficulties remain to be aeglsked before
the approach illustrated in Figure 1 can be usednform a

spectrum of counter insurgency operations. It seemlikely that

military doctrine could easily be extended to depeéxplicit risk

assessment tables for every possible operatiom leeimducted in
hostile environments. The outputs of these taklesld also

have to be calibrated and validated against operatiexperience
over time. On the other hand, it seems more tlmancidence
that Table 1 anticipates so many of the problenmeeenced in
the Sangin incident ranging from the risks of cosifoteams
through to the hazards of night vision operatidtjs [

5. Longer Term Causes of the Incident

Why was there a Lack of SOPs and Contingency Plans? The
subsequent Board of Inquiry argued that the lacBR©Ps can be
traced back to the austere conditions in the CorGhapost and
to the lack of IT equipment throughout the OMLT .[4]They
were not based on an infantry unit and most ofmigsnbers had
little or no previous experience of counter insmgeoperations.
OMLT members were drawn from units including they&o
Logistics Corps, Royal Electrical and MechanicalgiBeers,
Adjutant’s General Corps etc. In consequence, thay not have
appreciated the importance of SOPs and contingelacying for
combat patrols in areas of insurgent activity. Thembers of
QRF1 failed to appreciate the risks that they falbedause they
had not been trained in counter insurgency opersitio If they
had benefited from this additional training theeythmay have
been more aware of the need to use SOPs and tarprep
contingency plans in order to mitigate any haz#ndsthey might
face in the field.

Why Was There a Lack of Personnel? Other issues that
contributed to the lack of SOPs for QRF1 included limited
number of personnel at the Combat Outpost. Theas

most to overall risk. It is these high-risk subkis that become insufficient staff for a dedicated Quick Reactiomrée with



associated operating procedures. Instead, the teainto be
formed on an ad hoc basis. This may have friestrattempts to
establish a more coherent approach to contingetaoynimg [4].

This lack of personnel can be traced back to butitegic and
political decisions. The British Army had decidtd staff the
OMLT with full-time soldiers deployed to supportdirmidual

platoons within the Afghan National Army. In caadt, the US
Army chose to develop Embedded Task Teams fromvesand

National Guard units. Their support was offeredcampany
level. The British Army also had to meet this geealemand on
their personnel from within the 3,150 soldiers tlihe UK

Secretary of State for Defence had previously anced for

deployment to Parliament.

Why was the OMLT Not Specifically Formed for Counter

were unwilling to commit funds for UORs until theweas a
formal political announcement. The Secretary @lt&Stdelayed
the Helmand deployment for almost 2 months. Heavegous to
ensure that the mission objectives could be metinvihe 3,150
manning cap and that support could be secured dtber NATO
members. A knock-on effect of mitigating the pobt risk of
deployment was to increase the operational riskiferOMLT as
necessary resources were delayed in procurement.

6. Adequate Strategic & Tactical Risk Assessment?

It is important to consider the strategic and tadticonstraints
that led to the gradual transformation of the OME®Bm a
reconstruction and training force into what amodritea counter
insurgency unit. At each stage of this procesy, ikdividuals
identified the potential risks from ‘mission creefd.onger term

Insurgency Operations? The causes of the incident can also bgroblems, therefore, stemmed more from the militdegision
traced back to differences in emphasis over theathand force making processes that were supposed to be infotgethese

structure in the region. The US and Canadian asiptwas on
‘full-spectrum combat operations’ [4]. In contrashe UK
Helmand Task Force focussed broadly on redeveloparmh on
capacity building for the Afghan forces. Theseivitits were
intended to be a precursor to withdrawal. The OMilayed a
pivotal role in this capacity building, acting asmors for the
Afghan National Army. However, it can also be aduthat
focus on reconstruction left the OMLT ill-preparddr the
‘mission creep’ that led to their deployment in otar insurgency
operations.

Lack of Appropriate Pre-deployment Training further increased
the risks faced by QRF1 and the initial retrievatrpl. Many of

the OMLT members were surprised to learn that thght have
to fight alongside Afghan soldiers. There had b&eassumption
that they would only be involved in training anccaastruction
activities. The lack of clarity over the role dfet OMLT was
reflected in their pre-deployment training. Thasted 2 weeks,
well short of the 6 weeks recommended by some sefiicers.

The British Army’s pre-deployment training was netell

matched to the operating environment in Helmandghvproved
to be significantly more belligerent than had poesly been
expected. The Afghan National Army units’ pre-asphent
training was curtailed for similar operational reas. This

analysis stresses the recursive nature of militisky assessment;

the operational elements of the OMLT arguably nesebi

hazard and risk assessments.

Was the Strategic Risk Assessment Adequate? During the first
weeks of deployment for the Helmand Task Forcedame clear
that the focus had partly shifted from stabilisaticand
reconstruction to counter insurgency operationsis Ted to a
considerable drain on resources with priority bemigen to
groups such as the Joint Helicopter Force ratrer the OMLT.
TACSAT communications, night vision equipment, maelhguns
were all allocated on a ‘whole fleet managementhgiple in
which risk assessment was used to determine thuotsetbat were
in greatest need. However, it is notoriously difft to assess the
risk of insurgent activity for particular units iperating
environments that are as complex and dynamic an&tel. The
lack of resources, including night vision devices egrenade
launchers, amongst both the original UAV retrigeairol and the
subsequent Quick Reaction Force arguably illustrathe
limitations of these risk assessments.

Was the Tactical Risk Assessment Adequate? The Chief of Staff
of the OMLT had considerable reservations about gbeeral
lack of understanding at higher levels in the Helchdask Force
about the capabilities and resourcing for joint OMand Afghan
National Army operations. In particular, he wasn@erned that
their operational deployment would require addiilosupport
from the rest of the task force. The lack of arreduvehicles,

insufficient training about the hazards that fatteem because the n|ght vision equipment and heavy machine guns Wmunded

strategic planning for their deployment did notoguise the risks
that would arise from their rapidly role in count@surgency
operations.

Why Was Necessary Equipment Delayed or Missing? The 7
Para Royal Horse Artillery coordinated the plannifoy the
OMLT. They, in turn, requested vehicles and comication
support from Headquarters, "L@\ir Assault Brigade. This left
HQ with two choices; either to redistribute res@sdrom other
units in Helmand or to issue an Urgent Operatidgeduirement
(UOR). However, the British Ministry of Defencedafireasury

by lack of personnel. He requested that Helmaaek Force HQ
address these issues before the joint force wakyap ‘as a
matter of urgency to help mitigate the significeisk being taken
by the UK OMLT for this operation’. In responseuf WMIK’s
were sent from Camp Bastion.

Helmand Task Force HQ became concerned about isurg
forces massing at three locations which threat&sswjin. They,
therefore, ordered a joint unit from the OMLT andghkan
National Army to go into the town. The 7th ParBi/Rwas



determined to demonstrate their capability althotmfh were been used to illustrate the practical and theakharriers to the
aware then of the tactical risks of deploying iStngin without a use of risk assessment. In particular, we havatifiled the
clear mission or a coherent intelligence pictudgd: [ This initial problems that arose when trying to identify the dneg that
reconnaissance was a partial success. Howevenrtsentinued complicated attempts to retrieve a UAV during ceunt
to be received of insurgents massing around then.towAn insurgency operations. The dynamic nature of ihisssion, the
assessment report from 192May noted that ‘there remains aneed to ‘make do’ with limited resources and thersj desire to
high risk of (insurgent) attacks against Afghan abdalition help colleagues fulfil mission objectives makesurifikely that
force troop either located in or transiting throutfte Sangin formal approaches to risk assessment would haweda strong
valley including those occupying the Combat Outpddi. benefits to the teams involved in this incident.

However, from May 28 to the date of the incident, the OMLT

considered that the risk to coalition forces in@anvas ‘benign’. At the tactical and strategic level, many indivitbluaere aware of
Patrols were conducted by the Afghan National Aimtyp the the hazards being faced by the units involved is thcident.
bazaar without major incident. The only majorreveppeared to However, political constraints, resource limitasorand the
have been the discovery of an apparent IED clogbeqoolice difficulty of predicting the level of threat poseg local insurgent
station on the 9 June. The Desert Hawks were used in thaperations all combined to frustrate the mitigatiwfnthat risk.
subsequent operation to help monitor a cordon attlm suspect Unless these wider issues are resolved then thditda prospect

device.

This analysis illustrates the difficulty of militarisk assessment.

Although individuals recognised the hazards from thanging
nature of the OMLT deployment, only limited stepsuld be
taken to mitigate the risks. Additional equipmerats provided
but this was insufficient to meet the operationadas. Political
constraints also acted to delay procurement andeglsstrict
limits on the deployment of additional personndit the same
time, the rapidly changing nature of the environtrierHelmand
created a context in which it was particularly idifft to assess
the threat level in at any particular time in arartizular region.
The assessments for Sangin fluctuated from ‘higinbugh to
‘benign’ in days.

Many of the individuals involved in the Helmand KaBorce
were aware that the Combat Outpost faced a signifidsk from
insurgents in that area. The problems were morgying to
reduce those risks in the face of political consts finite
resources and uncertain hazards.  The changirgy ablthe
OMLT illustrates a classic ‘coping response’ in @hihighly
motivated teams did their best to ‘make do’ with tesources at
hand. In such situations it seems unlikely thatrenformal
aspects of risk assessment would have any sulztanpact on
behaviours. The organisational constraints orHthlenand Task
Force meant that basic operational training wassbatt without
considering the need for additional courses in mislknagement.

7. Conclusions

Risk assessment has been advocated as a princgdaesnof
improving military safety. The British army adveoesa risk
assessment as a means of guiding tactical plaremy force
protection.

that the proponents of military risk management véhlise the
benefits that they anticipate.
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