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Proposal Presentation Timetable 
 
 
 
If your name does not appear on this list then mail me NOW  
 
 
Please, also let me know if you cannot make the slot you chose. 
 
 
Apologies for typos and spelling mistakes but I wanted to get this on-line as soon 
as possible – Chris. 
 
 
 
 
Thursday, 13th March, 13.00-14.00 
 Name Proposal title 
1 Gosel Shaken Feasibility of Cued Recall for Mobile Phones 
2 Natalia 

Timchenko 
DYOD: Bring Your Own Disaster 

3 Ewa 
Konkolska 

Anti-Forensics 

4 Rawan 
Baabus 

Security Testing Techniques, Fuzzing and Static Code 
Analysis 

5 S. 
Hutziiereman 

Risk Perception in Government Cloud Computing 

 
 
 
 
Thursday, 20th March, 13.00-14.00 
 Name Proposal title 
1 Nazneen Biometry of a form of home security 
2 Ektor Mobile Cloud Computing and Security 
3 Ragnaan Security Legislation in Russia, UK and Impact on Civic 

Engagement 
4 Andrew G Attitude and Behavior in Security policy 
5 Greig Taylor  Social Hacking: Humans The Weakest Link 
 

Continued 
  



 
 
Monday, 31st March, 13.00-16.00, Room SAW 422 
 Name Proposal title 
1 Grant Moffat Sticky Fingers: Effective Deployment of Honey Tokens 
2 Agnieska 

Kielbinska 
Measuring the Effects of National Culture on Security 
Policies and Procedures Compliance 

3 Bilal Hassan Enhancing ERTMS through ADS-B 
4 Ishan 

Rastogi 
Providing Personalization While Preserving Privacy 

5 Qui 
Hongzhan 

Quantitative vs Qualitative Risk Analysis Approach for 
Cyber-Security in Micro Economics 

6 Xu Zhang Human Error: Conceptual Centralized and Decentralized 
7 Angela 

Okuku 
Security in the Cloud: Reducing SME Risk Perception 

8 Ryu 
Takeamura 

How to Characterize Risks from Human Error/Violations 

9 Harry 
Tubotonba 

Evaluating Risk Perception About Using Cloud Computing 
in Hospital Management Systems 

10 Constantin 
Charlambous 

Incident Reporting in the Cloud 

11 Andrea 
Dascalu 

Cloud and the new EU Regulations 

12 Daniel 
Mandrella 

Forensics for Smart Grid SCADA Networks 

13 Peter Inglis Attack Patterns within Heterogeneous Environments 
14 Tasmiha Arif How Secure is Cloud Functionality in Large Organizations 
15 Karan 

Kamrani 
Privacy and Security Issues with Payments Using 2D 
Barcodes and NFC techniques 

16 John Mercer Moral Hazards in Cyber Insurance: A Barrier to a 
Burgeoining Market? 

17 Zoheb Baig Smart Meters (Electricity) Vulnerabilities 
18 Simon 

Lodewijk 
Claeye 

TBC 

19   
 


